UsesiViantall

NR8201/8301 [Nei

H.264 « Compatible with VAST CMS ¢ Lockable HDD & Rack Mount Design

NR8201

4-CH Viewing & Recording
External eSATA Interface

NR8301

8-CH Viewing & Recording
RAIDO & 1 Scalable Storage

Rev. 1.4 1




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Table of Contents

OWVBIVIBW.......eeee ettt ettt ettt o4t e ettt e e et e 24ttt e e et e e e e e e e e e e e e et e e e e nanes 3
Y= To W o= (o] = R U TSP 3
= T (=T TR oo ) 1 (=Y o | £ SRPR 3
REVISION HISTOIY ..ottt e et e e e e ab b e e e e s annreeaeaan 3
L )T Toz= 1o [=TTod ] o o T o H SRR 4
INSTAIALION ...ttt oo e oo oottt e e e e e e e e e e e e e 8
Hard Disk iNStallation........ ... ettt e e e e e e e e e e e e e e e e e e e e anan 8
=4 10 [T o110}/ 1 4 1= o | SRR 9
HOM@ PAQE.......c ettt ettt et e ettt 20
CONTIGUIALION ...ttt ettt e e e et e e 22
=T PSRRI 22
I T 0o o QTP UUPPRPN 27
L TR PP OP R PTR 28
AACCESS ISt .ttt ettt e e e e e e e oottt e e e e e e e e e e e e e anbe e et e e e e e e aeeeaeaaannnnrenes 30
DIDINS ittt et et e e e R e e e e R e e e R e e e an et e e n e e e e e e e nne e e nreee e 31
TN ] 1Y RR 33
RS Ted 1Yo [ PR STR 35
RECOIAING POHCY ..ttt ettt e e st e s snnr et e s annne e s 37
1o o = R 40
= 1Y 11 | SO TSP OTPUPPR T 43
Y25 (=1 10 PR 44
gL =Y g F= T Lo PP PUPUPUPP 47
S (o] =T [ PR 48
[ F=Tod (1 o J PO EEPPRRN 49
RS2 (=1 10T o T PSR 50
N [0 ) (e PP PP T PP PPPPOPPPPPROR 51
1 o1 (o ) R 52
User Interface of MONItOr PAge ...t e e e e e e e e e e e e e ennes 52
FUNCtions Of MONItOr PAGE .......oiiiiiiiiiie ettt ettt e e s nee e 54
HISTOIY ettt ettt ettt e ettt 57
User Interface of HISTOry Page ..........ooo it 57
FUNCHONS Of HISTOrY Page ......eeiiiiieiiie et e e e s e e s sne e e e s annnaeee s 58
WY o] o= T Lo [ SO TSRS 63
Technical SPECIfICALIONS ........ie ettt ee e e e e e st e e e sne e e e sae e e ateeeeneeeanneeeennneas 63
URL Commands for the Network Camera............coiiiiiiiiiiiiiiiiee ettt aeeaee e 64

2 - User's Manual




Overview

VIVOTEK’s NR8201/8301 network video recorder offers an elegant recording solution for VIVOTEK
network cameras and performs real-time monitoring and recording simultaneously. It supports up
to 4-CH (NR8201) and 8-CH (NR8301) H.264, MJPEG, and MPEG-4 video and provides multiple
recording modes including alarm recording, scheduled recording, manual recording and continuous
recording. The installation is very simple as the camera is able to be inserted automatically when
it's plugged in. It also offers a user-friendly interface for the user to configure the network settings
and the camera control. Moreover, the 802.3af compliant PoE (Power-over-Ethernet) is able to
reduce the complex of the installation, making NR8201/8301 the cost-effective recording systems.

The user can utilize the NR8201/8301 to record high-definition mega-pixel videos on removable
hard disk(s) with large capacity and a USB interface for data backup. The NR8201 also supports
an external hard disk from the eSATA interface, and the NR8301 supports RAID 0 and 1 storage
solution. The built-in gateway separates the network camera connection and the data

network connection for the prevention of network congestion. Functional four digital inputs and
one digital output interfaces is capable of integrating with the security sensors and alarms. The
NR8201/8301 are comprehensive network video recorders featuring with multiple functions to
provide the best quality and highest performance in network video recording.

Read before use

The use of surveillance devices may be prohibited by law in your country. It is the user’s
responsibility to ensure that the operation of such devices is legal before installing this unit for
its intended use.

It is important to first verify that all contents received are complete according to the Package
contents listed below. Take notice of the warnings in Quick Installation Guide before the Network
Video Recorder is installed; then carefully read and follow the instructions in the Installation
chapter to avoid damages due to faulty assembly and installation. This also ensures the product
is used properly as intended.

The Network Video Recorder is a network device and its use should be straightforward for those
who have basic network knowledge. It is designed for various applications including audio/video
recording, general security/surveillance, etc. The Configuration chapter suggests ways to best
utilize the Network Video Recorder and ensure proper operations.

Package contents

m NR8201/8301

m Rack mount kit

m Power cord

m Software CD

m Warranty card

m Quick installation guide

Revision History

m Rev. 1.4: Added notifications forbidding the connections from PoE ports to non-PoE devices.
m Rev. 1.4.1: * Corrected and added supported and unsupported connection diagrams to page
11 and page 28. Revised network configuration details for LAN and WAN ports.
* Corrected the use of reset and power buttons for restoring defaults.



Physical description

Front panel

m NR8301

USB Socket Status Indicator Removable & Lockable Hard Disk Trays x 2
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Removable & Lockable Hard Disk Tray
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Connectors
m NR8301

Power Cord Socket

Ethernet 10/100 RJ45 Socket x 8 (LAN);
Gigabit Ethernet RJ45 Socket x 1 (WAN)
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Power Button

m NR8201

Power Cord Socket

Recessed Reset Button

Ethernet 10/100 RJ45 Socket x 4 (LAN)
Gigabit Ethernet RJ45 Socket x 1 (WAN)

General I/O Terminal Block

eSATA Socket

|

POWER
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Power Button

General I/0O Terminal Block
Recessed Reset Button




General I/0 Terminal Block

This Network Camera provides a general 1/O terminal block which is used to connect external
input / output devices. The pin definitions are described below.

: Power

: Relay output COM

: Relay output N.O.

: Digital Input 1

: Digital Input 1 Ground
: Digital Input 2

: Digital Input 2 Ground
: Digital Input 3

: Digital Input 3 Ground
10: Digital Input 4

11: Digital Input 4 Ground
12: Ground
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DI/DO Diagram

Refer to the following illustration for connection method.
DI wiring diagram:

Power

Inner side of the Device |

N REE

Sensor device

Mechanical power switch

Relay wiring diagram 1

Device

Load

Device

Load




Status LED

The LED indicates the status of the Network Video Recorder.

LED Status Indication
Power On Power on
Off Power off
POE On Power on
Off Power off
Off System not ready
Status Green System ready
Blink Green During system boot up and maintenance
Orange System failure
Blink Orange System warning
Hard disk Off No HDD attached
Green HDD normal (for 8301, either of the disks)
Blink Green Hard disk is recording or initializing (for 8301, either of the disks)
Blink Orange HDD warning (for 8301, either of the disks)
WAN On With connection on
Off No connection
Blink WAN port activated
LAN (1-8) On With connection
Off No connection
Blink LAN port activated (1-8)

Hardware System Requirement

Computer:
m Microsoft Windows XP Professional SP2 or above
m Internet Explorer 6.0 or later

Hard disk:
mNR8201: Support 1 x 3.5” SATA I/l HDD, up to 2TB (Supports external eSATA interface)
mNR8301: Support 2 x 3.5” SATA I/ll HDD, up to 4TB (Supports RAIDO and RAID1)

Hardware Reset

There is an indented reset button on the back panel of the Network Video Recorder. It is used
to reboot the Network Video Recorder or restore the Network Video Recorder to factory default.
Sometimes rebooting the Network Video Recorder could set it back to normal state. If the
problems still remain after rebooted, restore the Network Video Recorder to factory default and
install again.



: Press and release the indented reset button. All status LED will extinguish and then
power on again. Wait for the Status LED to blink and then become steady green in normal state.
It takes about 30 seconds to complete the procedure.

1. Use a straightened paper clip to press and hold down the reset button.
2. Press the power button for 3 seconds and let go both buttons. Do not press the buttons too
long or the system will power down.

The status LED will flash yellow during the reboot process. Wait for the Status LED to blink
and then become steady green in normal state. Note that all settings will be restored to factory
default. It takes about 50 seconds to complete the procedure. The LAN LEDs will also flash to
indicate the system is accessing network cameras.

m NR8301
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Installation
Hard Disk installation

Before using the Network Video Recorder, please prepare SATA hard disk(s) for
recording video.
1. Make sure the power is disconnected.
2. Secure the supplied rack mount ears if you want to install into a rack cabinet.
3. Open the drive tray bezel as shown below and remove the drive tray.
4. Install hard disks to the disk trays by securing it with the supplied four screws.
5. Open the bezel of the drive tray as shown below and insert your hard
disk(s) into the disk bays.
6. Use the supplied bezel key to lock the drive trays in place to prevent unauthor-
ized access.

NOTE

» Please remember to format the hard disks before starting recording. Please refer to Storage on
page 48.



Network deployment

Device Connection

—

. Connect the supplied power cable from the NR8201/8301 to a power outlet.
. Press the power button to power up.

. Connect network cameras to NR8201/8301 LAN ports.

Because NR8201/8301 supports PoE, if the Network Camera is PoE-compliant (802.3af), an
Ethernet cable transmits both power and data.

. 4-1. If your local network does not have a DHCP server, you may temporarily connect a PC

to an NVR’s LAN port for initial setup. The NVR comes with a default IP, 192.168.100.1. You
may access the NVR server using this IP, and then manually assign an IP to the NVR WAN
port.

4-2. If your local network has a DHCP server, connect the WAN port to your local network,
and use the IW2 utility to find the NVR server IP. You may then access the NVR server by en-
tering the discovered IP in the address field of a web browser.

. If you have external devices such as sensors and alarms, make connections from general 1/0O

terminal block.

~

Cable, DSL
Modem, or router

Network Camera
(w/ or w/o PoE)

: Power
: Relay output COM
: Relay output N.O.
: Digital Input 1

: Digital Input 1 Ground

- Digital Input 2 /
: Digital Input 2 Ground

: Digital Input 3

: Digital Input 3 Ground

10: Digital Input 4

11: Digital Input 4 Ground
12: Ground

OONOURAWN =




Install the IW2 Utility

If your network environment is DHCP, you can use VIVOTEK Installation Wizard 2 (IW2) to
discover the IP address for the WAN port.

(1) Install “Installation Wizard 2” from the Software Utility directory on the software CD.

(2) The program will conduct an analysis of your network environment. After your network is
analyzed, please click on the “Next” button to continue the program.

(3). The program will search for VIVOTEK network devices on the same LAN.

(4). After a brief search, the main install window will prompt. Double-click on the listed NVR
and check if its MAC address matches that printed on the product label. A web browser
console will be established.

Installaton Wizard T - Netwosk Envoonment Anabyms

MM&MM&;& Mauﬂmm

Your nebwork snvironment was analyzed as below,

1 Private DHCP
Installation The wizard is analyzing your network environment
Wizard 2 Please wait a moment.

%c,_ -
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“Titvrﬁrk’:l;::; Recorder % VIVETEK :....-..1- ED ..-.u.--. B Installation Wizard 2
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Input:100-240VAC, 2A 50-60Hz c € F@ E
MAC: 0002D107893F [¥] RoHs ™ e | o ks e

WL 00-02-D1-07-89-3F 192.168.5.131 NR8301
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Supported & Unsupported Connections

1. You can connect a management PC to the NVR’s WAN port for management and monitoring.

All cameras should be connected to the 10/100BaseT “LAN” ports which reside on a different
subnet from the WAN port.

IMPORTANT!

Please configure the IP addresses for the “LAN” and “WAN” ports into different class C

subnets, e.g., 192.168.100.xxx for LAN and 192.168.4.104 for WAN. Make sure they are
not configured into the same subnet.

NVR embedded
DHCP server

Private LAN

PC

2. Aremote PC can access the NVR via an Internet connection to the NVR’s WAN port. All cam-
eras should be connected to the 10/100BaseT “LAN” ports.

NVR embedded .
DHCP server 1

DSL Modem

Management
PC



VIVOTEK - A Leading Provider of Multimedia Communication Solutions

3. If you use a “LAN” port to connect a management PC and that PC resides on a DHCP-en-
abled subnet, configuration conflicts will occur. Therefore, the “LAN“ ports should always be
used to connect PoE or non-PoE network cameras. The NVR will detect whether a camera is
PoE-compliant and will not supply power to a non-PoE camera.

s

POWER ACIN 100v-240V

_ Router

x7 DSL Modem

Management

PC Management
PC
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Getting Started

Please follow the steps below to link your computer to NR8201/8301 for the first time:
1. Connect your computer to NR8201/8301 (LAN port) using an Ethernet cable.
2. Setup your computer in DHCP mode.
a. Click Start > My Network Places > View network connections.
b. Right-click on Local Area Connection, and then click Properties.
~ _ LANor High-5peed Internet

Network Tasks

I ocal Area Connection
QI Create? =y _onnecked
conneckion .
3 Set up a home or small Disable
" office netwark, Status
g Change Windows Repair

Firewall settings

W Disable this network
device

% Repair this connection

Bridge Connections

Zreate Shortcut

Iim Fename this connection Rename

& Wiew skatus of this _
conneckion Properties

Zhange settings aof this
conneckion

c. Select Internet Protocol (TCP/IP), and then click Properties.

-+ Local Area Connection Properties E]E]

General | duthentication | Advanced

Connect using:

B2 VIA Rhine I Fast Ethernet Adapter

Thiz connection uzes the following items:

% Client for Microsoft Metworks
.@ File and Frinter Sharing for Microsoft Netwarks
BQDS Facket Scheduler

m [nternet Protocol [TCPARP]
Drezcription

Tranzmizzion Control Protocol/lnternet Protocol. The default
wide area network, protocol that provides communication
acrozz diverse interconnected nebworks.

Show icon in notification area when connected
[ ] Motify me when this connection has limited or no cannectivity

(] ] [ Cancel
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d. Select "Obtain an IP address automatically" and "Obtain DNS server address automatically"
as below. Then click OK to enable your settings.

Internet Protocol (TCP/IP) Properties

General | Alternate El:unfiguratil:un]

“ou can get P settings azsigned automatically if vour network, supportz
thiz capability. Othenwize, you need to azk your network, administrator for
the appropriate I[P settings.

(% Dbtain an IF address automatically
{73 Uze the following IP address:

IP address: | . . . |

Subnet mazk: | . . . |

Default gateway: | : ) : |

(%) Dbtain DMS server address automatically

{73 Usze the follawing DMS server addresses:
Freferred DMNS server: | . . . |

Alernate DNS zerver: | . . . |

i Ok I[ Cancel ]

3. Then NR8201/8301 will serve as a router and automatically assign an IP address to your
computer.

14 - User's Manual




Set up NR8201/8301 in LAN

To setup NR8201/8301 for the first time if your local network does not have a DHCP server,
please connect to one of the NVR's LAN ports (to utilize NVR's onboard DHCP server). Set
up your computer's network setting in DHCP mode (see page 13), and then directly enter the
default IP for NR8201/8301 (http://192.168.100.1) in the address field of an IE browser. A web
console with the NVR will be displayed and you can proceed with detailed configuration.
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Network Settings Configuration

If you want to access the Network Video Recorder over the Internet, please go to Configuration
> Network to assign a WAN IP address (public IP) for NR8201/8301. There are three ways to
get an IP address: Private DHCP (Dynamic IP), Static IP address, and PPPoE (DSL).

Internet connection with private DHCP (dvnamic IP

Choose this connection type to automatically obtain a dynamic IP address assigned by a DHCP

server. Please follow the steps below to verify the settings:

1. Go to Configuration > Network. The Network page provides configurations for the WAN port. Click
Get IP address automatically.

2. Click Save to enable the settings.

MNetwork

* Get IP address automatically
Use nixed [P address

IP Address
Subnet Mask
Default Router

Primary DNS Server

3. If your computer is in the same domain with the WAN IP address, then you can use VIVOTEK
Installation Wizard 2 (IW2) to search for the Network Video Recorder easily.
Please follow the steps below to run IW2:

a. Install the IW2 under the Software Utility directory from the software CD.
Double-click the IW2 shortcut on your desktop to launch the program.

Installation
Wizard 2

b. The program will conduct analysis on your network environment.
After your network environment is analyzed, please click Next to continue the program.

Installation Wizard 2 Installation Wizard 2

rarnmetd wit inalyied 51 elaw

Private DHCP

= = =D

c. The program will start searching for all VIVOTEK devices in the same LAN.




d. After searching, the main installer window will pop up. Click on the MAC and model name
which match the product label to connect to the Network Video Recorder.

- |
DRVce Setetion Installation Wizard 2
—— Bl ¥ Ak Mkl
. £ 00-02-D1-07-89-3F 192.168.5.131 NR8301

Network Video Recorder ¥ VIVETEK =
Rufiesh

Model No: NR8301 Carrcei 0002D107893F

Input:100-240VAC, 2A 50-60Hz C € F@ E

MAC: 0002D107893F V&1 RoHS ™

WEEIEORA AR OMCA

This devi ce compli es with part 15 of the FCC Rules. Operati on is subj ect to the fol lowing two cond tions:
(1) this devi ce may not cause harmful inter ference, and
(2) this devi ce must accept any interference recei ved, including inter ference that may cause undesi red operat ion

Made in Taiwan

Plaas sk thie MAC anil madal mams in tha Matwork Comers ¥ voemm

Internet connection with static IP

Choose this connection type if you want to use a static IP for the Network Video Recorder.
Please follow the steps below to change the settings:

1. Go to Configuration > Network. Click Use fixed IP address.

2. Enter the static IP, Subnet Mask, Default Router, Primary DNS Server, and Secondary DNS Server
provided by your ISP.

3. Click Save to enable the settings.

4. The MAC address will be shown when selecting fixed IP address.

Get IP addness automatically e

& ke fsed TP ddress

o Address 192 168 4 117

Subnet Mask 205255 2550

Default Router 19218341

Prrviary DNS Sander 192 168 0 10

Secondary DNS Server 192 168 0 20

MALC Address e
MPPaE

User Name

Password

Confirrn Passward

HTTP Port a0 (B0, 1025-65535)
ATSE Port 554 (554, 1025-65535)

Upnp Presentation

Enabled



Internet connection via PPPoE (Point-to-Point over Ethernet

Choose this connection type if you wish to connect to the Internet via a DSL Line. Please follow
the steps below to setup:

1. Go to Configuration > Network. Click PPPoE.

2. Enter the User Name and Password provided by your ISP.

3. Enable the Upnp protocol by selecting the Upnp presentation if you require to apply it.

4. Click Save to enable the settings.

5. The IP Address, Subnet Mask, Default Router, Primary DNS Server , MAC address will automatically
show up in the above blanks.

Get I address automatically
Use fixed IP address
IP Address
Subnet Mask
Default Router e
Primary DNS Server

Secondary DNS Server

MALC Address
® PiPok

User Kame VIVOTEK

Passwiond anann

Confirm Passwoinl aEREEE
HTTP Pan ED (B0, 1025-65535)
RTSP Part 554 (554, 1025-65535)

Upnp Prazsntaton Ernsbdad
Sivewr ° e



NOTE

» When attempting link to NR8201/8301 for the first time with the web browser, a message will pop
up to remind you of installing required plug-in or software first.
Internet Explorer - Security Warning g|
Do you want to install this software?

MName: RTSP MPEG4 SP Control
Publisher: WIYOTEK IMC.

@Mnre options Install ] I Don't Instal

‘While Files From the Inkernet can be useful, this file type can pokentially harm
wour computer, Cnly install software from publishers wou trosk, Wwhat's the risky

» If you receive a message saying that your Internet Explorer® security settings prohibit installing
Active X° components, please enable your Active X° Controls for your browser.

1. Click Tools > Internet Options > Security > Custom level... on the tool bar of the Infernet browser.

Imterrat Dplions

Herery ST Eeacy - Coniend | Cnenecions | Paacgpains | ddvandnd

St & 'whal conterf Son 1o sty 13 betunly et

® 9 09

Locsl povgeet  Thated wesz  Beancies
i
Intrines

Tirey sore condady o 'Web 1he) wom
Butremn® plared @ it Sabea

sty el b Ues aae

Cuntom
Fiahan sriterys
To charage the 1eitveg:, ik Cudiom Leve
- 1w use the rsconmeaded wefags vk Dl sl Lol

Celedt Levn

CoE ) ()

2. Look for Download signed ActiveX® controls; select Enable or Prompt. Click OK.

Security Settings

Settings:

(@) Prampt

|§| Download unsigned Activel contrals

Enable

) Prompt

@ Inltlallze and script Activel conkrols not marked as safe
() Disatle

Enable

L Prompt
[F P moctiots ootente b e A

< ?

Reset custom settings

Reset to: | Medium v

[ QK ] [ Cancel ]

3. Refresh your web browser, and then install the Active XC. Follow the instructions to finish installation.



Home Page

Following is the user interface of the home page. It is composed of the following sections.
Main menu Language Status panel
e EE
Z . % http://192.168.100.1/ iy &=

Fie Edt View Fovoritgs Took  Felp

& O % Index

& inemiret orm -+

Main menu

There are four buttons for you to click to open the page:

Monitor: Click this button to open the monitoring page. This page is for you to see the live video or
playback the recorded data.

History: Click this button to open the History page. This page is for you to search and playback recorded
data in a specific range of time.

Configuration: Click this button to open the Configuration page. This page is for you to configure the
settings of the network video recorder. It is suggesting to apply a password for the Network Video
Recorder, so that only the authorized user can configure the settings. Please refer to page 22 for detailed
information.

Logout: Click this button to logout the home page. This button will be enabled if you set up a root
password in the Security page. Please refer to page 33 for detailed information.



Language

Click the drop-down list to choose a language for the user interface. Language options are
available in: English, B 88 3, f§{AF X, HAEE, Francais, Espafiol, Deutsch, Portugués,
Italiano.

Status panel

User Name (default: root)

Login Time (yyyy-mm-dd hh:mm:ss)
Current Time (yyyy-mm-dd hh:mm:ss)

NOTE

» The Userrname will be blank if you have not setup a password in the Security page. Please refer to
page 33 for detailed information.

» Depending on user’s privilege of the user account, the access to the configuration page may be
restricted. For more information about user’s privilege, please refer to Manage Privilege on page 34.



Configuration

This page contains several sub-pages: “Device”, “Network”, “LAN®, “Access list”, “DDNS”,
“Security”, “Schedule”, “Recording Policy”, “Trigger”, “Layout”, “System”, “Maintenance”,

“Storage®, “Backup”, “System Log“, and “Joystick”. Each sub-page in the left menu will be
explained in the following sections.

Device

This page allows user to add a new device or modify an inserted device. NR8201 supports
simultaneous 4-CH video recording, and 8-CH video recording using NR8301.

Salact Device Add new

Cevice Nama

IP Address Dwviact Divic s

Lizarmamea

Passward

Davice Type

MAC Address

HTTP Part {80, 1025-65535)

RT3P Port 1554, 1025-65535)
Save Saarch Deves

The following is the support list of NR8201 and NR8301. If the camera you wish to add is not on the list,
you may choose “unknown” from the list, or you may download the newest firmware updated with the
new models.

8000 series 7000 series 6000 series
IP8161 IP7135 /7137 IP6112/ 22
IP8330 IP7130/ 31/ 32/ 33/ 34/ 38/ 39 IP6117/ 27
IP8332 IP7142 PZ6112/ 22

IP8151/51P IP7151/ 52/ 53/ 54 PZ6114/ 24

IP8162/62P IP7160/ 61 FD6111V/ 21V
FD8133 IP7251/ 7330/ 7361 FD6112V/ 22V
FD8134 1Z7151 SD6112V/ 22V
FD8161 PT7135/ 37
FD8361 PZ7151/ 52
SD81x1 PZ7111/ 21/ 12/ 31/ 32

FD7131/ 32/ 41
SD7151/ 73x3

VS7100



Auto search by device installer or manually install in LAN

If your devices are linked to the LAN port of the Network Video Recorder, you can follow the

steps below to add a new device:

1. Click Search Device. The searching results will be displayed in the following column. You can click
Stop Searching if the linked devices are all displayed on the list.

2. You may wait for a moment while the system is searching for the new devices.

3. Select a device to be inserted. Modify the Device Name if necessary.

4. Click Add Devices to enable the settings.

5. Select Add new on the drop-down list, and click on the device which you would like to change the
network settings.

Select Device

Device Name

IP Address Detact Dewvice
Usarnama

Password

Device Type -

MAC Address

HTTP Part I:Hf.:l, 1025-65535)
HTSP Port I:hf‘.r"i. 1025-655359)
Save Search Device a
Datvice Tyipe Divece Harma MAC Adiress 1P Addiess

Shop Gnarchang
a System & searching new dewvices. Flaace walt,

Davicn 1y Dawics MNarma rMAC Addroas 1 Addrens

C —— 130 FEF 130 Dr2rd L 349 fd 122 168 1004

Sian Scarching Aod Dovicos Clono
Select Device e Add nesw -
Devece Rame :E:fz-:ﬂ"uw
1P Address ::Ilfﬁ:.'m[lf;-l 133 Deled Deace
PR 161
Usemame [EEED

Password



6. Enter the Username/Password if the device needs to do authentication. The Username/Password
must be consistent to the camera’s web server. Then, click on Save.

Seslect Device AT
Device Name IP7130

1P Address 192.168.100.4

Usemame

Passward e

Device Type

MALC Address

HTTP Port B0 {80, 1025-65535)

RTSF Port Gh4 (554, 1025-65535)
Save Hermowe: Link [0 Devce

This section allows you to change the settings for the new device (camera).

Camera #1

Name IP7130

Recording Stream | I

Recondng Storages Aulomabic =
Recording Policy Chefauht -

Moton-triggered 4l Motion Window 1

< Motion Window 2
Moton Wndow 3

Input-tnggeread

[P 130-01-1
NVR-DI-1
NVR-DI-2
NVR-DI-3
NVR=D1-4

Name: Enter the Device Name.

Recording Stream: You may choose the stream for recording.

Recording Storage: You may select the storage for recording.

Recording Policy: Choose the recording policy. To know more details, please refer to page 37.
Motion-triggered: Choose the Motion Window. Noted that you need to set up motion windows on the
configuration page of the camera first.

Input-triggered: Choose the digital input trigger source, and click Save to enable the effect.

Input #1

Marme IFF120-08-1
Save
Relay #1
Name IF7130.00.1
Save

You may also change the names of the digital input and output source. Click on Save to enable the
effect.



You can also manually install a new device in LAN.

Please follow the steps below:

1. Select Add new on the drop-down list

2. Enter IP Address.

3. Enter the Username/Password if the device needs to do authentication.

4. Click on Detect Device, the Device Type, MAC Address, and HTTP Port will show up in the blanks
automatically.

5. Click Save to enable the settings.

Select Device Add new -

Device Name IP8330

IP Address 192.168.100.2 | Detect Device

Username

Password

Device Type VIVOTEK IP8330 -

MAC Address 00:02:d1:00:11:33

HTTP Port 80 (80, 1025-65535)

RTSP Port (554, 1025-65535)
[ sae | | SearchDevice |

Manually install in WAN

When in WAN, you have to add a new device manually. Please follow the steps below:

. Select Add new on the drop-down list

. Enter IP Address.

. Enter the Username/Password if the device needs to do authentication.

. Click on Detect Device, the Device Type, MAC Address, and HTTP Port will show up in the blanks
automatically.

. Click Save to enable the settings.

. If you wish to remove or link to the device, select the device and click “Remove” or “Link to Device”
to remove or link to the device.

AWN =

[e2Né)

NOTE

» If you want to modify the settings of the device, select it on the drop-down list.

Select Device Add new

Device Name ﬂﬁﬁwﬂ“ 3081

1P Address DWR'}: 133 ’ Deatect Device
Usemame s :

Password

Deavice Type

MAC Address

HTTP Port (80, 1025-65535)

RTSP Port (554, 1025-65535)
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The device information will be displayed in the following blanks, and then you can modify the settings of
the device. Please refer to page 24 for detailed information.

Cameras
Camera #1
Name IP8151
Recording Stream 1 -
Recording Storage Automatic -
Recording Policy Default «
Motion-triggered Motion Window 1
Motion Window 2
Motion Window 3
Input-triggered 1P8162-DI-1
NVR-DI-1
NVR-DI-2
NVR-DI-3
NVR-DI-4
Inputs
Input #1
Name IP8162-DI-1
Qutputs
Relay #1
Name IP§162-D0O-1
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Network
This page provides configurable options for the WAN port, the Gigabit Ethernet port on the rear
panel for making the management access via LAN or remotely over Internet.

For making the initial connection, you can refer to page 16 for information. You may also

configure a fixed IP address for the WAN port along with associated subnet mask, router, and
DNS servers settings.

@ Get IP address automatically

Use fixed IP address

IP Address 192.168.14.210
Subnet Mask 2552552550
Default Router 192.168.14.1
Primary DNS Server 192,168,010
Secondary DNS Server 192,168,020
MAC Address 02el:1d:c558
PPPOE
User Name

Password

Confirm Password

HTTP Port a0 (80, 1025-65535)
RTSP Port 554 (554, 1025-65535)
UPNP Presentation 7| Enabled

If you are using PPPoE for Internet connection, enter User Name and Passwords provided by
your Internet Service Provider.

If you need an access from Internet via a router using the port forwarding methodology, you may
need to open HTTP and RTSP ports on your network, and the UPnP Presentation. When done,
click Save to reserve your settings.



LAN
This page allows user to configure LAN configuration for the Network Video Recorder. It
contains two columns: “LAN” and “DHCP Server.”

LAN / DHCP Server

The NVR server comes with an embedded DHCP server for connecting 4 or 8 “LAN” ports to
network cameras. This page allows Administrators to configure network configuration for those
LAN ports. The configuration menu contains two columns: “LAN” and “DHCP Server.“ In LAN,
the default IP Address for the NVR server is 192.168.100.1 (used only when using a LAN port
for the initial configuration). The default Subnet Mask is 255.255.255.0.

I Address 562 188 260 4

Suibnet Mask 268 756 755 1

DHCF Servar o Enablad

Sxarting P Address vO2 160 1003

Endang 1P Address 102 160 100 244
San

If you connect network cameras to NVR as diagrammed below, the embedded DHCP server will
automatically assign IP addresses to the 4 (NR8201) and 8 (NR8301) cameras (192.168.100.2
~192.168.100.254), while the NVR server itself takes up the first address.

NVR Server
IP address: 192.168.100.1
Subnet mask: 255.255.255.0

NR8201

Subnet 0 Subnet 1

LAN4 LAN3 LAN2 LAN1 WAN

LAN/WAN

IP address: 192.168.100.5

Subnet mask: 255.255.255.0 /- ol
Eo=d
IP address: 192.168.100.4 T
Subnet mask: 255.255.255.0 -
IP address: 192.168.100.3 o
Subnet mask: 255.255.255.0 IP address: (Determined by users’

IP address: 192.168.100.2
Subnet mask: 255.255.255.0

Subnet mask: network environment)



NOTE

» In order to comply with IEC 60950-1 regulations, DO NOT connect the LAN ports to other devices
(such as a PC) unless for the initial setup. These LAN ports are designed for camera connections, and
come with PoE power through the lines, which may impose unpredictable problems when connected
fo a non-PoE device. Although PoE detection circuits have been implemented with these ports, it is
best to avoid the connections to devices other than PoE cameras.

» The LAN ports should be connected only to PoE networks without routing fo the outside plants.

WARNING!

» The “Network” configuration page provides configurable options for the NVR’s WAN port.
The “LAN” configuration page provides network configuration options for the 4 or 8 LAN ports, and
usually you do not need to change its configuration.

» Please do not confuse the two different configuration pages and create identical settings on these two
pages. Doing so will produce network problems.

= Gat [P address automatically
Use fxad IP addrass

ﬁfig. for LAN ports)

Celfamdt Rouber

Frimary OS5 Servar
Secondary DNS Servar
MAC address

PPPOE
User Mama
trassword

Conflem Password

HTTP Port EQ (B0, 1025-65535)
HTSE Fort 554 (554, 1025-65535)
UPNP Prasentaman 7 Enablad

Save




Access list

This page allows the user to setup the access permission for the Network Video Recorder by
identifying the IP address of the client’'s PC Following columns are the setup options of access
permissions: “Allowed List”, “Denied List”.

Allowed list / Denied list

Starting IP Address Ending IP

Add Entry Add
Address

Delate Entry 1.0.0.0~255.255.255.255 -~ Delete
Starting IP Address Ending IP

Add Entry - H Add
Address

Delete Entry —fong— - Delete

There are two lists for permission control: Allowed list and Denied list. Only the IP on the allowed list is

permitted to access to the Network Video Recorder.

1. In the Allowed list or Denied list column, type in the starting IP address and ending address in the
blank space on the allowed list and the denied list columns. A number of total 10 IP entries for both
lists can be configured.

2. Click Add to take effect.

NOTE

» For example, when the range of allowed list is set from 1.1.1.0 to 192.255.255.255 and the range
of denied list is set from 1.1.1.0 to 170.255.255.255, Only users’ IP located between 171.0.0.0 and
192.255.255.255 can access the Network Video Recorder.

Ve

Allowed

List

Delete allowed list / Delete denied list

1. In the Delete allowed list or Delete denied list, select a list from the drop-down list.
2. To delete the entry, please select the entry from the list and click delete to take effect.



DDNS

This page allows user to configure dynamic domain name service for the Network Video
Recorder. DDNS (Dynamic domain name service) is a service that allows your network video
recorder to be assigned with a fixed dynamic IP address with a domain name.

DDNS Settings

Select DDNS Service Disabled v
Disabled
Dyndns_org{Dynamic)

Dyndns.org{Custom)
Safe100.net
CustomSafe100
DHS.org

TZ0.com
dyn-interfree. it

Select DDNS Service: Select a DDNS provider from the Provider drop-down list.

VIVOTEK offers Safe100.net, a free dynamic domain name service to VIVOTEK customers. It is
recommended that you register with the Safe100.net to access the Network Video Recorder from the
Internet. Additionally, we offer other DDNS providers, such as Dyndns.org, DHS.org, TZO.com, dyn-
interfree.it.

Note that to utilize this feature, please apply a dynamic domain account first.

m Safe100.net

1. Select www.safe100.net on the Provider drop-down list.
2. Click I Accept when you agree with the terms of the Service Agreement.

Select DDNS Service Disabled e
Disabled
Dyndns.org{Dynamic)

Mwndns oralCustom)
Safe100.net
CustomSate100
DHS.org

TZ0 com
dyn-interfree. it

Service Agreement

Service Agreement

IMPORTANT ZC READ CAREFULLY

This Service Agreement (the "Agreement”) is a legal agreement between you (either an
individual of an entity) and VIVOTEK INC. ("we,” "us,” or "our") regarding the dynamic
domain name service ("Service"). By clicking the button marked "I ACCEPT" or "YES"
below, you agree to be bound by the terms of this Agreement. If you do not agree to
the terms of this Agreement, please do not register for the Service.

1. When You May Use the Service
You may start using the Service once you finished the registration process.

2. How You May use the Service
In using the Service, you shall:

obey the law; w

| Accept Cancel
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3. In the Register column, fill in the Host name, Email, Key and Confirm Key and then click Register.
You will receive a “Self registration E-mail” which records your account information.

— Register
Host Name |VIVOTEK |[*.safel{}{}.net]
Email |wtk@ui'mtek.cum |
Key |uu |[ Forget Key ]
Repeat Key |"" |

Reqgister

4. Back to the DDNS settings window, enter your account information and then click Save to enable
the settings.

— DDNS Settings

Select DDNS Service | Safe100.net v

Host Name |VIVOTEK |[*_53fg1[}[}_ngt]
Email |Mk@uimtek.cum |

Key |-"- |

=

Forget key: Click this button if you forget the key of Safe100.net. Your account information will be sent to
your e-mail address.

Please refer to the following links to apply a dynamic domain account when selecting other
DDNS providers:

m Dyndns.org (Dynamic) / Dyndns.org (Custom): visit http://www.dyndns.com/

m TZO.com: visit http://www.tzo.com/

m DHS.org: visit http://www.dhs.org/

m dyn-interfree.it: visit http://dyn-interfree.it/
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Security

This page allows Administrator to enable password protection and create multiple user accounts
for the Network Video Recorder. It is composed of the following three columns: “Root Password”,
“Manage Privilege“, and “Manage User”.

Root Password

If you want to add more accounts in Manage User column, please apply a password for the “root
account first. Please follow the steps below to set up root password:

1. Enter the password identically in both text boxes.
2. Click Save to enable password protection.

*Blank root password will disable user authentication.

Root Password sene

Confirm Password T

Save

3. The following window will automatically pop up for you to login. Enter the administrator username
as “root”, which is permanent and can not be changed. Enter the root password you’ve just setup,
and then click Login to link to the page.

Connect to 192.168.3.48
.
T \

The server 192.168.3.48 at NR7401 requires a username and

password,
Liser name: € root w
Password: sene

[]remember my passwaord

[ Ok, H Cancel ]

3. The Logout button on the Main Menu will be enabled after you set up a root password.

P Addraes

¥ 1E8 1001

255 235.255.0

Subnel Mask

DHCF Server

+ Enabled

Sraming [P Addrass VI 168 100 2

Ending [ address 192 168 100 254

Sove




Manage Privilege

Operator Viewer
System Configuration
Device Configuration
Live Control ]
Playback Control i

In this section, you can modify the manage privilege of operators or viewers. Check or uncheck
the item, and then click Save to take effect.
Following is the privilege list of different user accounts:
User privileges Administrator Operator Viewer
System Configuration
Device Configuration
Live Control (Monitor page)
Playback Control (History page)

(oo eNe)
O OO X
O O X X

NOTE

» The user privileges of an administrator are always enabled and unchangeable .

» Operator and Viewer don’t heve the permission to the Configuration page.

Manage User

Select User Add new »
User Name
User Password

Confirm User Password

Privilege Administrator »
Operator
Viewer

m Administrator can add up to twenty user accounts.
1. Enter the new user’s name and password.
2. Select the Privilege for new user account. Click Save to take effect.

m Here you also can change user’s privilege or delete user accounts.
1. Select an account on the drop-down list.
2. Make necessary changes and then click Save or Remove to take effect.

NOTE

» NR8201/8301 allows up to 10 users to login to the webpage simultaneously.



Schedule

This page allows Administrator to add a new Recording Schedule or modify an existing
Schedule for the Network Video Recorder. You can configure up to 16 recording schedules
based on a weekly basis.

By default setting, all inserted device are assigned to the default recording schedule (always).
Therefore, once you insert a device to the network video recorder, it will begin to record live
video continuously.

Schedule Configuration
Select Schedule Add new -

Name

Schedule Entries

Add Entry Begin Sunday » (00:00 [hh:mm] End Sunday ~ (00:00 [hh:mm] Add
Delete Entry -none-- v

Schedule Display
Sunday Monday Tuesday Wednesday Thursday Friday Saturday

m Please follow the steps below to add a new recording schedule:
1. Enter a descriptive name for the new schedule.
2. Select a day and enter a time frame (in the format of 24hr).

3. Click Add to take effect. The new recording schedule will show up in the Schedule Display column.
You can add more than one time frames under the same schedule name.

Following is an example of recording schedule (Mon.~Fri. 09:00~12:00).

Schedule Configuration

Select Schedule schedule 1 - G
Name

Schedule Entries

Add Entry Begin Sunday ~ 00:00 [hh:mm] End Sunday = (00:00 [hh:mm] Add
Delete Entry Maonday 09:00~Monday 12:00 -

Schedule Display
Sunday Mondayv Tuesday Wednesdav Thursdav Fridav Saturday




m The new recording schedule will show up on the Recording Mode as below. Notice that to
enable the schedule, you may set up a recording policy first. Please refer to page 37 to
continue the setting.

Add Entry Schedule Always -

Event N Always

non-triggered Input-triggered

@ Cont nif

Delete Entry —none-—- v | Delete |

Save

The new recording schedule will also show up on the Trigger Configuration as below. Click
Trigger on the left Menu. Then you can select Always, Never, or schedule1 as your schedule
for event trigger.

Select Trigger Add new ~
MName
Schedule Always -

@ Camera Disconnected

m If you want to delete a recording schedule, select it on the drop-down list (Select Schedule)
and then click Remove to delete it.

m If you want to delete a time frame, select it on the drop-down list (Delete Entry) and then click
Delete.



Recording Policy

This page allows user to set up recording policy for linked cameras. By default setting, all
inserted cameras are assigned to the default recording schedule (always), default recording
type (continuous mode), and default recording policy (save continuous recording for 30days).
Therefore, once you insert a camera to the Network Video Recorder, it begins to record live
video continuously and save “30 days” of recorded videos. You may go to History page to
retrieve the videos.

For example:
The user adds a VIVOTEK IP8162 camera to NR8201/8301. Following pictures shows the
default settings:

m Configuration > Device

Camera #1
Name IP8162
Recording Stream 1 -
Recording Storage Automatic -
Recording Policy Default ~

m Configuration > Recording Policy

Add Entry Schedule y h
Event Mode Motion-triggered Input-triggered
@ Continuous Made | Add |
Delete Entry —-none— v | Delete |

|  Save |

m Recorded video clips on History page.
Start Time Length | Size(kKB) Recording
2011/01/26
Continuous
Continuous

2011/0 Continuous

2011,/0

Continuous
Continuous
Continuous

Continuous

For detailed information about the History page, please refer to page 57.



This page allows Administrator to add/modify a new Recording Policy and Recording Mode.
There are 4 types of Recording Policy for the user to configure properly.

m Please configure the following items to add a new Recording Policy/Recording Mode:

Recording Policy

Select Policy Add new -
Name
Save Continuous Recording 30 Days -
Save Motion Recording 30 Days ~
Pre-motion Time 0 Second -
Post-motion Time 30 Seconds -
Save Input Recording 30 Days ~
Pre-input Time 0 Second v
Post-input Time 30 Seconds -
Save Manual Recording 30 Days ~

Select Policy: Select Add new.
Name: Enter a descriptive name for the new recording policy.

Save Continuous Recording: Select an option of the time period (1 Hour, 1 Day, 1 Week, 2 Weeks, 30
Days, 90 Days, 180 days, or 365days) as the time of the continuous recorded videos.

Save Motion Recording: Select an option of the time period (1 Hour, 1 Day, 1 Week, 2 Weeks, 30 Days,
90 Days, 180 days, or 365days) as the time of the motion-triggered recorded videos.

m Pre-motion Time: Select an option of the time period (0 Seconds, 10 Seconds, 30 Seconds, 1 Minute,
or 5 Minutes) as pre-motion time. Pre-motion records the video in a pre-set time period before the event
and merges the recorded event into one combined video.

m Post-motion Time: Select an option of the time period (30 Seconds, 1 Minute, or 5 Minutes) post-motion
time. Post-motion records the video in a post-set time period after the event and merges the recorded
event into one combined video.

Save Input Recording: Select an option of the time period (1 Hour, 1 Day, 1 Week, 2 Weeks, 30 Days, 90
Days, 180 days, or 365days) as the time of the input-triggered recorded videos.

m Pre-input Time: Select an option of the time period (0 Seconds, 10 Seconds, 30 Seconds, 1 Minute, or
5 Minutes)as pre-input time.

m Post-input Time: Select an option of the time period (30 Seconds, 1 Minute, or 5 Minutes) as post-input
time.

Save Manual Recording: Select an option of the time period (1 Hour, 1 Day, 1 Week, 2 Weeks, 30 Days,
90 Days, 180 days, or 365days) as the time of the manual recorded videos.




Recording Mode
Add Entry: Select the event mode or continuous mode to apply to the schedule as an entry.

m Event Mode: Select to apply the motion-triggered type, input-triggered type or both types of the event
mode to the schedule.

m Continuous Mode: Select to apply the continuous mode to the schedule.

Add Entry Scheduby  Alwrys d
Cvent Mode Matien-tnppered Input-tmpgerad a
e B Canbhudus Moda Al
Delete Entry Always Condinuous 4 v

Eme Remaove

Click Add, the new recording mode will show up in the Delete Entry drop-down list. To delect a recording
mode, please select it in the Delete Entry drop-down list, and click Delete. When finished, click Save to

take effect.

If you wish to remove the recording policy, go to Recording policy section and select the given recording
policy first. Then, click Remove. See below.

Select Policy a recordingl

Name
Save Continuous Recording 30 Days ~
Save Motion Recording 30 Days ~

Pre-motion Time 0 Second ~

Post-motion Time 30 Seconds -
Save Input Recording 30 Days ~

Pre-input Time 0 Second A

Post-input Time 30 Seconds -
Save Manual Recording 30Days ~
Add Entry Schedule Always -

Event Mode Motion-triggered Input-triggered
a @ Continuous Made | Add |

Delete Entry Always: Continuous ~ | Delete |
| Sae || Remove |

The new recording policy will show up on the device information as below. Click Device on the
left Menu. Then you can select Default or recording1 as your recording policy.

Camera #1
Name IP8332
Recording Stream 1 -
Recording Storage Automatic -
Recording Policy Default -

Default

Maotion-triggered sdow 1

arr. b an s o 2



Trigger

This page allows Administrator to configure the Network Video Recorder to react in response to
particular triggered events. A typical reaction is that when a motion is detected by the network
camera, the Network Video Recorder sends buffered images to a FTP server or E-mail address
as notifications. Sixteen sets of events are available for triggering.

In the following illustration, an event can be triggered by many sources, such as motion
detection or external alarm (digital input devices). When an event is triggered, you can specify
what kind of action should be performed. You can assign the Network Video Recorder to send
notifications to your e-mail address or FTP site.

s ~

Event Trigger Wﬁ;‘:ggo
\ NR8201/8301

ex. Camera Disconnected,
Motion detection on/off, \ (what fo do)
Alarm on/off (Digital input)..

ex. Turn on/off Relay

(Digital output)
Media Server
(what to send) (where to send)
ex. Nofifications ex. Email, FTP
J

m Please configure the following items to add a new trigger type of event.

Select Trigger Add new -
MName
Schedule Always -

@ Camera Disconnected IPE162
Camera Motion On IPE162 -
Camera Motion Off IPB162 ~
Camera Video Lost On -

Camera Video Lost Off -
Alarm On NVE-DI-1 -
Alarm Off NVR-DI-1 -

@ Email Notification
FTP Motification
Turn On Relay MVR-DO-1 -
Turn Off Relay MVR-DO-1 -

Save



Trigger Configuration

Select Trigger: Select Add new.

Name: Enter a descriptive name for the new event trigger.

Schedule: Select a recording schedule on the drop-down list (Always, Never, or pre-set recording
schedule).

Trigger Event

1.

From linked devices
Select one of the following event source, and then select a linked device.
Camera Disconnected: Linked Device is disconnected.

Camera Motion On: Motion detection window is triggered on linked Device.

Camera Motion Off: Motion detection window is stopped on linked Device.

Camera Video Lost On: Video lost happens on linked Device (ex. VIVOTEK video server VS7100).

Camera Video Lost Off: Video lost ends on linked Device (ex. VIVOTEK video server VS7100).

Alarm On: Alarm (external digital input) is triggered on linked Device. This function will only be enabled
on the devices with DI function.

Alarm Off: Alarm (external digital input) is off on linked Device. This function will only be enabled
on the devices with DI function.

. From the network video recorder

Select one of the following source; and then select a digital input.
Alarm On: Alarm (external digital input NVR-D1-1 ~ NVR-D1-4) is triggered on the network video
recorder.

Alarm Off: Alarm (external digital input NVR-D1-1 ~ NVR-D1-4) is off on the network video recorder.

NOTE

» You can modify the Name and priority of digital inputs on the network video recorder. Please refer

to Digital Input on page 46 for detailed information.

Trigger Action

To plot an event trigger, please select one of a following action so that the Network Video
Recorder will know what action should be performed when a trigger is activated.

1.

Actions of the system
Please click System on the left main menu to configure E-mail server or FTP server settings first.
Please refer to page 45 for detailed configuration.

Email Notification: Send *.txt notification to user’s e-mail address.

FTP Notification: Send *.txt notification to user’s FTP site.

. Actions of the linked devices

Turn On Relay: Turn on Relay (digital output) on linked device. This function will only be enabled on
the devices with DO function.



Turn Off Relay: Turn off Relay (digital output) on linked device. This function will only be enabled on

the devices with DO function.

3. Actions of the network video recorder

Turn On Relay: Turn on Relay (digital output do0) on the network video recorder.

Turn Off Relay: Turn off Relay (digital output do0) on the network video recorder.

NOTE

» You can modify the Name of digital outputs on the network video recorder. Please refer to Digital

Onput on page 46 for detailed information.
» E-mail & FTP notification

1. E-mail format:

Motion off Alarm on Alarm off
Event notification ITZ\./enF I?\./enF
. notification notification
from Device Y: . )
. from Device Y: from Device
motion_ off
- alarm_on Y: alarm_off
Device Y motion Device Y DI Device Y DI
Device Y-DI-X Device Y-DI-X
# X off
on on
Yes Yes Yes
Motion off

motion on_Z MAC address_date&time_mottion off Z MAC address_

date&time_random number.jpg

Alarm off

alarm on_Z MAC address_date&time _random alarm off Z MAC address_date&time_random

Event Type Camera disconnected Motion on
Event notification from Event notification
Title Device Y: Camera from Device Y:
disconnected motion_on
Device Y moti
Content Device Y is disconnected evice ¥ motion
# X on
With S hot
. i napsho NG Yes
(irg.)
2. FTP format
E
vent Camera disconnected Motion on
Type
S hot N hot
napsho © Snapsho random number.jpg
E
vent Alarm on
Type
Snapshot

number.jpg

number.jpg

m ‘Y’ refers to the Device Name. For example, IP8162. (Y=8162)

m ‘X" refers to the motion window number of the device in Motion on and Motion off notification, while
it refers to digital input number in Alarm on and Alarm off notification.

For example, Camera IP8162 mortion #1 on (X=1)
Device IP8151 DI IP8151-DI-2 on (X=2)

m ‘Z” refers to the motion window number of the device. Noted that Z number 0, 1,2 indicates the motion

window 1,2,3.

For example, motion _on 0 _2d18332af00 20110214065122 _371.jpg (Z=0, Z= motion window 1)

& Date should be in YYYYMMDD_HHMMSS format.
For example: 20080509 _122342 Motionon.jpg

» Only the event of the linked cameras will send snapshot notification.



Layout

This page allows Administrator to configure the customized layout styles for monitoring. The
settings are composed of the following two columns: Layout Configuration, and Default Layout,
of which allow you to add and edit the layout group by assigning the desired device (camera)
to each viewing cell. Meanwhile, the setting will be synchronized to the monitoring page for a
quick viewing.

Layout Configuration

Select Layout layoutl -
Name
Type 145 -
Cells Cell 1 -none-—- - Cell 2 -none-— - Cell 3 -none-— -
Cell 4 --none- M Cell 5 -none- hd Cells -none- M
Cell 7 | —-none- Cell g |-—-none-— Cell @ | —none-
Save Remave |

Select layout: Choose Add new.

Name: Enter a name for the new layout.

Type: Choose a desired type (1x1,2x2,3x3,1+5,1+7) for the display in live viewing window on the
monitoring page. Noted that there are only two types of layout (1x1,2x2) supported in NR8201.

Cells: You can assign a device and select a stream of the assigned device for each cell. Noted that there
are up to 4 cells for NR8201, and up to 9 cells for NR8301.

Save: Click Save to save the new layout.

Remove: Select the layout you want to remove, and click Remove.

Once the layout configuration is done, you may go to the monitor page to confirm the layouts.

| P8162P  w[ai w & G P I

Layout type I BEE - R
quick shortcut Zoaral BT + | —

for selecting ELIEP:‘
customized

layouts

assign a device

and select a
stream

Default Layout

User Default Layout Select - | Set to Default |

Select a layout you've set in Layout Configuration column, and click Save Default to enable the setting.



System

This page allows Administrator to configure the system settings for the Network Video Recorder,
Formed with the following columns; system, system time, E-mail server, FTP server, digital
inputs, digital output and VAST.

System
Host Name MR8301 for Jimmy | Save |
Device Automatic Installation Enabled | Save |
Snapshot and Download Path | Save |

Host Name: Add a host name for the system identification.

Device Automatic Installation: Check Enable, and the system will automatically detect the plugged-in
camera. Then click Save.

Snapshot and Download Path: The path defines where the system stores the snapshot of both live
monitoring and playback, and the downloaded video from history. It has to be setup before executing the
shapshot and download functions.

System Time

@ Keep current date and time 2011/02/14 10:45:09
Sync with computer time 2011/02/14 11:47:28
Manual 2011/02/14 [vyyy/mm/dd] 10:45:04 [hh:mm:ss]
Automatic
[ sae ]

Select one of the following option as the system time displaying in the status panel on top right
of the monitor page. Please refer to page 21 for detailed information.

Keep current date and time: Select this option to reserve the current date and time of the Network Video
Recorder. The Network Video Recorder’s internal real-time clock maintains the date and time even when
the power of the system is turned off.

Sync with computer time: Select this option to synchronize the date and time of the Network Video
Recorder with the local computer. The read-only date and time of the PC is displayed as updated.

Manual: The administrator can enter the date and time manually. Note that the date and time format are
[yyyy/mm/dd] and [hh:mm:ss].

Automatic: The Network Time Protocol is a protocol serves synchronize computer clocks by periodically
querying an NTP Server. Assign the IP address or domain name of the time-server.



E-mail Server

Mail Enabled ! Enabled

Mail Server Ms vivatek tw

Part 25

Username wivalek

Password nee

Sender Email Address NRE301@vivotek.com

Recipient Emall Addrass vivatek@vivatek.com|
Save Send Tesi Email

Mail Server: Enter the domain name or IP address of the e-mail server.

Port: The default mail server port is set to 25. You can manually set another port.
Username: Enter the user name of the e-mail account.

Password: Enter the password of the e-mail account.

Sender Email Address: Enter the e-mail address of the sender.

Recipient Email Address: Enter the e-mail address of the recipient.

When the setup is done, you may try to confirm the settings by clicking on Send test E-mail. Then, click
Save to enable the settings.

FTP Server
FTP Enabled  Enabled
FTP Server fipihvivotek com.bw
Port 21
Usarnamea wivotek
Password -
Folder
Save Sand Tast FTP

FTP Server: Enter the domain name or |IP address of the FTP server.

Port: By default, the FTP server port is set to 21. It can also be assigned to another port number between
1025 and 65535.

Username: Enter the login name of the FTP account.
Password: Enter the password of the FTP account.
Folder: Enter an existing folder on FTP sever to place the media file.

When the setup is done, you may try to confirm the settings by clicking on Send test FTP. Then, click
Save to enable the settings.
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Digital Input
Inputs
Input #1 Name NVR-DI-1
Input #2 Name NVR-DI-2
Input #3 Name NVR-DI-3
Input #4 Name NVR-DI-4

In the digital input section, you may modify the name of the external digital inputs.

Digital Output
Outputs
Output #1 Name NVR-DO-1

Save

et e et

In the digital output section, you may modify the name of the external digital output.

VAST

3454

This section allows you to enable the service for VAST to connect to the NVR. The port is set to 3454 by
default. It requires a password for authentication. Noted that the maximum live connection is 10, and the
connection for VAST counts one live connection in the system.
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Maintenance

This page allows Administrator to restore the Network Video Recorder to factory default, format
hard disk, and upgrade firmware version, etc.

System

Reboot: This function allows you to restart the Network Video Recorder. It takes 1 ~ 2 minutes to
complete the process. If the connection fails after rebooting, manually enter the IP address of the
Network Video Recorder in the address field to resume the connection.

Restore Default Except Network Settings: This function allows you to restore to the factory default
settings leaving the network settings unchanged. (WAN / LAN / Host name settings).

Restore Factory Default: This function allows you to restore to the factory default settings. Please note
the camera list of device page will no longer exist. The recorded video will still remain and retrievable in
history.

The process window will display when the reboot or restore is in processing.

The system is restarting now. Please wait.

Download Configuration: Click Download to save the configuration. Please note the configuration of
NR8201 and NR8301 cannot be used for one the other.

Upload Configuration: Click Browse and specify the configuration file in your computer. Then click
Upload to replaced the configuration with the uploaded file.

Firmware
Current Version 1.0.146NRE8201
Release Time 01/08/2011 19:05:40
Load Firmware | Browse. |  Upgrade |

This feature allows you to upgrade the firmware to your Network Video Recorder. Download a new
firmware file from VIVOTEK website. The file is in .upt file format.

In this section, it shows the version and released time of the current firmware for verification. You may
start to load the latest firmware to your computer, and then click Upgrade to start the process. Please
note that do not power off NVR during the process. The NVR will reboot automatically when the upgrade
is complete.

The system is being upgraded now. Please wait.




Storage

This column shows the information of your internal hard disk, USB, and eSATA. For the first time you
install the hard disk, please format it before recording. In addition, if you want to delete all recorded data,
you can click Format to clean the hard disk. The following message is displayed during the formatting

process.
" NR8201 Model WDC WDS000AADS-0
Status Active
Total Size(GB) 465.76
Format
MNot Available
Mot Available
m NR8301
Disk 1 Disk 2
Model ST32000641A5 ST3250823A5
Status Active Active
Total Size(GB) 1863.02 232.89
Free Size(GB) 15629.82 4.40
Format Format
Model 4145
Status Active
Total Size(GB) 1397.27
Free Size(GB) -
| Format || Eject |
The system is formatting hard disks now. Please wait,

RAID |

Status Mone

NR8301 supports RAID 0, 1 as for storage management. You may choose to format the hard disks to
RAID 0 or RAID 1. Once the RAID pattern is applied to the hard disks, the storage space will follow the
RAID system. If you replace the hard disks, you can click Recover RAID button to recover the preset
RAID system. If you want to disable the RAID mode, please format both of the hard disks.

NOTE
» Please remember to click Eject before removing the eSATA and USB device.

Model WDC WD5000AADS-0 Model WDC WD5000AADS-0
Status Active Status Active
Total Size(GB) 465.76 Total Size(GB) 465.76

Format Eject Format Eject




Backup

This function allows Administrator to backup the recorded data to the USB storage. Please
remember to initialize the USB disk to EXT3 USB Storage file format for the first time.

Scheduled Backup

Backup Enabled Enabled

Backup Continuous Recording Enabled

Backup Motion-triggered Recording Enabled

Backup Input-triggered Recording Enabled

Backup Manual Recording Enabled

Backup Time Mever - (08:00
Sae

There are several options for you to narrow down the range of the data. First of all, it is necessary to
enable backup, and then you may select the backup options individually or simultaneously. Next is pick
up the backup date and time and then click Save to execute it.

Manually Backup

Backup Continuous Recording Enabled

Backup Motion-triggered Recording Enabled

Backup Input-triggered Recording Enabled

Backup Manual Recording Enabled

Select Time Today -
[ Beckup |

There are several options for you to narrow down the range of the data. First of all, it is necessary to
enable backup, and then select the backup options individually or simultaneously. Next is pick up the
backup date and time and then click save to execute it.

USB
Model USEB DISK
Status Uninitialized
Total Size(GB) 0.48

Free Size(GB) -

Your backup data will be stored in USB. Once you plug in the device, the system will display the current
USB status as shown above.



System log

This column displays the system log in chronological order. The system log is stored in the
Network Video Recorder’s buffer area and will be overwritten when reaching a certain amount.
Click Refresh, it will update the latest system log.

m

<7xml version="1.0" encoding="UTF-8" ?=

- <root>
<log>[2011/01/18 04:59:59 UTC][info:GSM]Camera IP8332 motion #2 off.</log>
<log=[2011/01/18 04:59:59 UTC][info:GSM]Camera FD8161 motion #2 on.</log>
<log=[2011/01/18 04:59:59 UTC][info:GSM]Camera FD8161 motion #3 on.</log>
<log=[2011/01/18 04:59:59 UTC][info:GSM]Camera FD8161 motion #3 off.</log>
<log=[2011/01/18 04:59:59 UTC][info:GSM]Camera FD8161 motion #2 off.</log=
<log>[2011/01/18 05:00:00 UTC][info:GSM]Camera IP8332 motion #2 on.</log>
<log=[2011/01/18 05:00:00 UTC][info:GSM]Camera IP8332 motion #2 off.</log>
<log=[2011/01/18 05:00:01 UTC][info:GSM]Camera IP8332 motion #2 on.</log>
<log=[2011/01/18 05:00:01 UTC][info:GSM]Camera IP8332 motion #2 off.</log=
<log=[2011/01/18 05:00:02 UTC][info:GSM]Camera IP8332 motion #3 on.</log=
<log>[2011/01/18 05:00:02 UTC][info:GSM]Camera IP8332 motion #3 off.</log>
<log=[2011/01/18 05:00:04 UTC][info:GSM]Camera IP8332 motion #3 on.</log>
<log=[2011/01/18 05:00:04 UTC][info:GSM]Camera IP8332 motion #3 off.</log>
<log=[2011/01/18 05:01:22 UTC][info:GSM]Camera FD8161 pir on.</log=
<log>=[2011/01/18 05:01:23 UTC][info:GSM]Camera FD8161 pir off.</log>
<log>[2011/01/18 05:01:23 UTC][info:GSM]Camera FD8161 pir on.</log=>
<log=[2011/01/18 05:01:23 UTC][info:GSM]Camera FD8161 pir off.</log>
<log=[2011/01/18 05:01:37 UTC][info:GSM]Stop node scan.</log=
<log=[2011/01/18 05:01:37 UTC][info:GSM]Start node scan on interface eth0.</log>
<log>=[2011/01/18 05:01:37 UTC][info:GSM]IP address 192.168.100.6 found at MAC i

Refresh |



Joystick

NR8201/8301 supports the use of VIVOTEK’s joystick. You can control your PTZ cameras
through it. It is simple as plugging it into the USB connector on the PC and refresh the NVR
Configuration page. The joystick functional buttons support to be assigned with commands as
zoom in/out, pan, stop, patrol, start/stop manual recording, mute/unmute, snapshot, play/pause,
live, stop playing, fast forward/fast rewind, previous/next, turn on/turn off NVR digital output,
enter/exit full screen mode, and preset 1 ~ 16. You can assign up to 10 commands to the 10
buttons of joystick for control. Click Save when the setup is complete.

Button #1 —-none-- E|
Button #2 : [l
Zoom in
Button #3 Zoom out
. Pan
Button =4 Stop
Button #5 Patral
Start/Stop manual recording
Button #6 Mute/Unmute
Button £7 Snapshot
Play
Button #8 Pause
. Live
e Stop playing .
Button =10 Fast fl:um_farl:l
Fast rewind
Save Previous
Mext

Turn on NWVR digital output
Turn off MVR. digital output
Enter/Exit fullscreen mode
Preset 1

Preset 2

Preset 3

Preset 4

Preset 5

Preset 6

Preset 7

Preset §

Preset 9

Preset 10 -



Monitor

This page allows user to see the live view or playback recorded video from linked devices.

User Interface of Monitor Page

Click Monitor on the Main Menu, the user interface of Monitor page will be displayed.
m Following is the Monitor page (NR8301) without connected cameras. f

a
(= ENE E1E
Preset EIE] - | Swe
|
b I
.|
| ‘
| ‘
a. Layouts b. Playback Control
c. Time Bar and Histogram d. Live Control Panel
e. Digital I/0 Control Area f. Video Cell
NOTE

» There are only two layouts (1x1,2x2) provided in NR8201.



m Following pictures show the Monitor page with connected cameras. For more information
about how to insert connected cameras, please refer to Device on page 22.

Live viewing mode

SEEEIETE
L Jlu s ]l=]
B3N RN

Camern Tnoors

Camary Dutpiie

Evests | Comera Stan | [@ ][« [fucn]

Playback mode
Click on the Histogram to switch to playback mode. The Live Control Panel will turn into Playback Control
Panel as below. Click | "® on the Playback Control Panel, it will switch to live viewing mode.

EEEEEE

Preset Seec

L= LT
e (=1 | Patrad

Bragat Sewct = | Hedreah

Camern Inputa

Camera Ouwpuss | Gn || Sdf |
HVR [nouts
NV Outputs |.On || Ot

Evears Camars Siatus. | [@ ][ = ] fen]




Functions of Monitor Page

Layouts

Click the Layout buttons to change the viewing mode.

m NR8301 m NR8201

=|E| (= = EE

1x1 2x2 3x3 1+5 1+7 full screen 1x1 2x2 full screen

-
X
-
-
T

Following is an example of 4x4 layout. For each video cell, you can select a linked device on the drop-

down list.
The red frame represents the focused cell.

Drop-down list of Linked devices

Pan Slug Habroi

Presst Sekcl = Antresn

Caméra [routs

Time Bar and Histogram

In the Monitoring page, the Histogram only shows video clip for 80 seconds as below. The blue line is the
Time Bar. The green line is the status of motion value windows.

Playback mode Live Viewing mode

07:00:34 07:01:34 06:37:40 06:39:00

80 seconds 80 seconds



Digital 1/0 Control Area

This column shows the DI status, and you can manually turn on/off the DO.

Camera Inputs None
Camera Qutputs None
NYR Inputs

NVR Outputs [ on |[ off]

Live Control Panel

Only PTZ and speed dome network cameras will enable the PTZ control panel.

Live Control
| P
u home
eft F 4 F | right
v
down |
zoom out e ] zoom in
Pan || Stop || Patrol |
Preset Select ~ |  Refresh |
Camera Inputs
Camera Outputs | On || fo|
NYR Inputs
NVR Cutputs | on || Off |
event h|story I Events || Camera Status | | @ || 4 | |oon
stop/start snapshot

manual recording mute/unmute

Preset: On the drop-down list, there are preset locations you’ve set on the Configuration page of the
cameras.

Refresh: Click it to update the preset locations.

Manual Recording Button: If you click Manual Recording Button on the Live Control Panel, the Recording
Type will turn into Manual recording. If you want to stop manual recording, click the button again.

Snapshot: Click to save a snapshot of the video you select. To configure Snapshot and Download Path,
please refer to System on page 44.



Playback Control Panel
There are eight buttons for you to playback the recorded video clips (current 80 seconds).

|L, Play: To start or resume playback at normal speed.
Il Pause: To pause the playback. Click again to step forward a frame.
B  Stop: To stop video playback.
‘F _Live: To switch to live video.
i Play rewind: To rewind recorded video. Click again to speed up (-4x, -16x, -64x).
1 Play forward: To playback recorded video. Click again to speed up (4x, 16x, 64x).

M | Previous: During playing mode, click this button to play the last video clip back in 60 seconds.
During pause mode, click this button to step back to display the last I-frame.

= | Next: During playing mode, click this button to play the next video clip forward in 60 seconds.
During pause mode, click this button to step back to display the next I-frame.

Event Trigger Alarm an exclamation mark

If you have set up an event for a device, an exclamation mark will flash on the upper right corner
of the video cell when an event is triggered.



History

This page offers user a time-navigation interface to playback recorded video and browse the live
view from linked devices.

User Interface of History Page

Click History on the Main Menu, the user interface of History page will be displayed as below:

a
: [ isoy ] contoueion | ogou— Qe ]

Storage usH ~  Archive EU10124_d1 v
Time 1Day Current | | Previcus | | Next |
Start Time 20110126 00:00:00

End Time 20110127 D0:00:00 . Goto |

+| |l Continuous |/ Motion || [l Input < Il Manual

Start Time Length | Size(KE) Recording

2011/01/26 00:00:00 2011/01/27 00:00:00

| T NN N S | | = | =)
| Prutect] | Unprotect | | Delete | | Download | | Refresh e
d
a. Time Picker b. Time Bar and Histogram
c. Recorded Video Clips d. Video Viewing Window

e. Playback Control Panel f. Recording Mode



Functions of History Page

Time Picker
Storage USB ~  Archive 20110124 d1 -
Time 1Day = | Current || Previous || Mext |
Start Time 2011/01/26 00:00:00
End Time 2011/01/27  00:00:00 | Goto |

Storage: Select a storage device you want to review.

Storage Internal-1 -

Time Internak-1 | Current || Previous || Mext |
Start Time 201 1/01/26 00:00:00

End Time 20110027 00:00:00 | Goto |

Select Time: Select a period of time (1 Hour, Day, 1 Week, 1 Month, or Manually), which decides the
length of histogram.

Start Time: The beginning of the selected period of time.
End Time: The end of the selected period of time.
| Current | : Click this button to go to the current period of time (current Hour, Day, Week, or Month).

| Previous | : Click this button to go the last period of time (last Hour, Day, Week, or Month).

Next | : Click this button to go the next period of time (next Hour, Day, Week, or Month).

_ Gote | Manually input the time, and then click this button to go the selected period of time
(selected Hour, Day, Week, or Month).

Time Bar and Histogram / Recorded Video Clips

The recorded video clips in the selected period of time will show up on the histogram and be listed
in the recorded video clips window. In the following histogram, all recorded video clips are based on
Continuous recording (green bar). The black Time Bar refers to the current time.

Continuous recording

2011/01/26 16:00:00 2011/84/26 17-00:00




m : The latest video clip, and still recording.

“ : The video with recorded audio. To enable the audio function, please go to Configuration > Device
to enable the Audio Compression setting of the Device.

| Protect | : If you want to prevent a video clip from being erased bv the latest video clip, select the
video clip and then click this button. A Protect Icon E will show up.

| unerotect | : Select a video clip with Protect Icon and then click this button. Then the video clip becomes
unprotected.

| Dekte  : If you want to delete a video clip, select it and then click this button.

| Downioad | : |f you want to export an AVI file of a video clip to your local computer, select it and then
click this button.

|_Refresh | : Click this button to refresh the latest video clip.

Start Time Length | Size(KB) Recording

01/26 16:41:20

01/26 16:43:59

01/26
2011/01/26
2011,/01/26

01/26

01/26

01/26 Continuous

| Protect | | Unprotect | | Delete | | Download | | Refresh |

Recording Type

The following color bar will show up on the histogram according to the recording type.

/1 |} continuous [V Motion /1 I Input /| [ manual

m Green bar (Continuous): Record video according to continuous mode. For detailed configuration,
refer to Recording Policy on page 37.

m Yellow bar (Motion): Record video when motion triggers on linked device. For detailed configuration,
please refer to Recording Policy on page 37.

m Red bar (Input): Record video when an external digital input triggers on linked cameras or on the

Network Video Recorder. For detailed configuration, please refer to Recording Policy on page 37.

m Blue bar (Manual): Record video when the user starts manual recording. Please refer to Manual
Recording on page 55 for detailed information.



Example:
Following video clip list contains different kinds of recording mode.

Storage Internal - IP2162 -
Time Current | | Previous | | Next | 1
Start Time 2011/01/26 A7:00:00
End Time 2011/0126  18:00:00 [ Gowo |

v . Continuous |V Motion v . Input v . Manual

Start Time Length | Size(KE) Recording

2011/01/26 17:00:00 2011/01/26 18:00:00

I |
DD RN =

Protect | | Unprotect | | Delete | | Download | | Refresh

NOTE

» For the length of Continuous Recording, Motion Recording, Input Recording, and Manual Recording,
please refer to Recording Policy on page 37 for detailed configuration.



m There are two ways to playback recorded video clips:
1. Click a desired time on the histogram.
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Video Viewing Window

This window playbacks the recorded videos. If you have not selected a video, the playback

status will be empty as picO1. Once you select a video clip to play, the video viewing window will

begin to playback the selected recorded video clips as pic02. If you click " on the playback

control panel, the video viewing window will switch to the live video view as pic03. If you click
Il , the video will paused as pic04.

Device Name

Playback Status (Stopped) Playback Status (Playing)
=

pic01 pic02
Playback Status (Live) Playback Status (Paused)
Live

Playback Control Panel

There are eight buttons for you to playback the recorded video clips.
» | Play: To start or resume playback at normal speed.

Il Pause: To pause the playback. Click again to step forward a frame.

B  Stop: To stop video playback.

i Play rewind: To rewind recorded video. Click again to speed up (-4x, -16x, -64x).
K Play forward: To playback recorded video. Click again to speed up (4x, 16x, 64x).

M | Previous: During playing mode, click this button to move to play the last video clip.
During pause mode, click this button to step back to display the last I-frame.

*1 | Next: During playing mode, click this button to move to play the next video clip.
During pause mode, click this button to step back to display the next I-frame.

d: | Mute/Unmute: To mute / unmute the audio of the video files.
nj Snapshot: To snapshot the image of the moment and save it in the designed path.

IE_I Full screen: To enlarge the live view window to full fill the browser window.
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Appendix

Technical Specifications

System

- CPU: Marvell 88F6281 1.2G

- Flash: 128MB

- RAM: DDR-SRAM 512MB

- Embedded OS: Linux
Channels

- NR8201: Support up to 4 channels
- NR8301: Support up to 8 channels
Hard Disk

- NR8201: Support 1 x 3.5" SATA I/l HDD, up to 2TB (Support external eSATA interface)
- NR8301: Support 2 x 3.5" SATA I/l HDD, up to 4TB (Support RAID 0, 1 scalable storage)

Compatibility

- Support VIVOTEK all series of network cameras
Codec

- Video compression: H.264/MJPEG/MPEG-4

- Audio compression: AAC/GAMR/G.711
Recording Throughput

- Total 50Mbps
NR8201: 4 x 30fps @ 1080P
NR8301: 8 x 30fps @ 1280x800

Recording Policy

- Alarm recording

- Scheduled recording

- Continuous recording

- Manual recording

Connectors

- 1 x Gigabit, RJ45 ( 1 WAN port )

- NR8201: 4 x Ethernet 10/100 BaseT, RJ45 ( 4 LAN ports)
- NR8301: 8 x Ethernet 10/100 BaseT, RJ45 ( 8 LAN ports)
- USB socket for backup

- Terminal block: 4 digital input, 1 relay output, and 1 power output with 12V Max. 1A
Camera Management

- Auto or manual installation for VIVOTEK cameras

- Video and network configuration through NR8301
Pan/Tilt/Zoom Control

- Panltilt/zoom control of VIVOTEK cameras
History Playback
- Playback of recorded media with time navigations

Networking

- Protocols: IPv4, TCP/IP, HTTP, RTSP/RTP/RTCP, IGMP, SMTP,FTP, DHCP, NTP,
DNS, DDNS, 3GPP

Alarm and Event Management

- Four D/I and one D/O for external sensor and alarm
- Event notification using SMTP

Security
- Multi-level user access with password protection
- IP address filtering

Users
- Camera live and playback viewing for up to 10 clients

Dimension
- 446.4 mm (W) x 330.2 mm (D) x 43.6 mm (H)

Weight
- NR8201: 4kg
- NR8301: 4.7kg
LED Indicator
- System power, PoE, status and hard disk indicators

- Network link indicator

Power
- 100 ~ 240V AC
- 802.3af compliant Power-over-Ethernet
- Power consumption:
NR8201: Max. 0.48 W (without PoE camera); Max. 60 W (with 4 PoE cameras)
NR8301: Max. 0.96 W (without PoE camera); Max. 120 W (with 8 PoE cameras)
Approvals
- CE, FCC, VCCI, C-Tick, CB

Operating Environments
- Temperature: 0 ~ 50 °C (32 ~ 122 °F)
- Humidity: 20% ~ 80% RH
Viewing System Requirements
- OS: Microsoft Windows 2000/XP/Vista/Win7
- Browser: Internet Explorer 6 or above
- 3GPP access
Installation, Management and Maintenance
- VAST central management software
- Installation Wizard 2
- Support firmware upgrade
- Support VIVOTEK joystick
Warranty
- 24 months

All specifications are subject to change without notice. Copyright©2011 VIVOTEK INC. All rights reserved.
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URL Commands for the Network Camera

RTSP URL command

RTSP://ip_address[:port]/cameralD

where camera ID is mac address with 00,

For instance, if mac is 00:02:dd:dd:dd:dd the camera ID is 0002dddddddd00
url example is RTSP://192.168.100.1/0002dddddddd00
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